
7-oct.-05 1

Autonomous network equipments
Dominique Gaïti, Guy Pujolle, Mikaël Salaun, and Hubert Zimmermann

University of Technology Troyes, UTT
University Pierre et Marie Curie (Paris 6)

France Telecom
Ginkgo-Networks



7-oct.-05

2

Complexity
Networks keep moving towards ever 
increasing complexity New services 
added every week!

New technologies added every month!
New architectures introduced every year!
Combining the old with the new (no  
replacement!)
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Complexity
Where are "ever increasingly complex" 
networks heading?

Something needs to be done ...
Open systems people need to do something ...

Solution: introduce an autonomic behavior 
to provide an automatic configuration.
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Ginkgo Value Proposition
Pick and deploy in real time the most efficient networking 
control techniques, based on different features (traffic, alarm,
etc.), as they are observed by collaborative, intelligent, 
distributed multi-agent technology.

Area of applicability: Network Control Plane
QoS control
Alarm
Wireless Internet network 
Device power management
STP/SP architecture
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The knowledge plane
We need a knowledge plane

A global view of the network

An intelligence is needed to pilot the 
network

Attempt to understand the behaviour of the 
network
Access to various data and knowledge 
components
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Four planes
Global decision - Meta-agent/

PDP/Hypervisor

Control algorithms - Reactive
agents/LPDP/Control agents
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The agents
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The multi-agent system

Intelligent agent

Intelligent agent
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The agent 

Network equipment

Agent
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The Ginkgo agent

Agent

Agent
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L’agent Ginkgo

Deliberative part

Reactive part
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Agent: cognitive approach and 
reactive approach

Environment Perception
Knowledge
Communication

Stimulus

Perception   
and 

discrimination

Actions

Agent
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Multi-agent system
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Knowledge plane
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The global architecture

Agent

Agent

GDP
Goal Decision Point

Agent

Manager

SLA
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A goal-based architecture

Control plane

Goal
GEP Goal Enforcement Point

Goal Decision PointGDP

Goal

Conductor

Knowledge plane

Data plane
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Intelligent Agents Message concepts
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Example of deployment
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Alarm management

Management software

Agen
t

Agent

WiFi Access Point

Routeur

RouteurRouteur

Routeur

SNMP traps

Transpac/Equant
Nortel
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Alarm management

Supervisor

Agen
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Agent

Agent

WiFi Access Point

Routeur
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15% resolved locally

Number of alarms
to the supervisor
divided by 5
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DiffServ configuration
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Performance
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Cisco routers (external control)

Linux routers (internal control)Throughput
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Wireless Internet network

Po rta b le

Po rta b le

Ethernet Ethernet

IP controller IP 
controllers

Point d’accès WixxWiMedia Wi-Fi

WiMAX

Alcatel
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IEEE 802.21 Media Independent 
Handoover Scheme

Handover between the different 802 
standards (802.15, 802.11, 802.16, 
802.20, 802.22)

WiMedia, Wi-Fi, WiMAX, Wi-Mobile, WiRAN
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Performance

0% 50%                               100%

Proportion of the number of communications reaching the end

Total traffic

Connection to the powerful access point

Connection to the access point 
with the highest ressource availability
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Energy
The TCP/IP protocol over wireless is 
consuming a lot of energy.
TCP/IP is not a good protocol for wireless 
networks.

TCP/IP is a protocol for “rich” networks 
and not for “poor” networks.
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Proposal for a smart protocol
STP/SP (Smart Transport Protocol/ Smart 
Protocol)

Optimization of the protocol on every link
Energy consumption
QOS
Reliability
Security 

SP1                        SP2                        SP3
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SP Proposal
The Smart Protocol (SP)

The smart protocol is a protocol that is self-adapting 
depending on the environment

For optimizing battery
For optimizing reliability
For optimizing QoS

STP/SP Smart Transport Protocol/Smart Protocol

Compatibility with IP?
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STP/SP

Goal
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Questions?


