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Abstract—One of the most appealing characteristics of unstruc- structure is such as to enable and facilitate this functidrich
tured P2P overlays is their enhanced self-* properties, with is  also means that there are rules governing which peers are

due to their loose, random structure. In addition, most of te  ;,nnacted to which peers.This is more apparent in the case
algorithms which make searching in unstructured P2P system

scalable, such as dynamic querying and 1-hop replication,ely of structu_red P2P systems, where th_e structure_ of the gverla
on the random nature of the overlay to function efficiently. The Network is such as to allow for a binary-tree like search to

underlying communications network (i.e. the Internet), havever, be performed, which requires a logarithm®@({ogN)) search
is not as randomly constructed. This leads to a mismatch beteen  cost in the number of messages.

the distance between two peers on the overlay and the hostseth On the other hand, unstructured systems, by definition, do
reside on at the IP layer, which in turn leads to its misuse. ' ' '

The crux of the problem arises from the fact that any effort to not impose a specific structure on the overlay. Each peer IS
provide a better match between the overlay and the IP layer free to connect to any other (available) peer. Even though th
will inevitably lead to a reduction in the random structure lack of structure denotes a large degree of freedom in the
of the P2P overlay, with many adverse results. With this in creation of the overlay, we will show that this is misleading

mind, we propose ITA, an algorithm which creates a random \;qqt mechanisms used widely in unstructured P2P systems
overlay of randomly connected neighborhoods providing toplogy

awareness to P2P systems, while at the same time has no negati today, actually rely on this random sele_ctlo_n of nelghb_dle (_

effect on the self-* properties or the operation of the otherP2P  P€ers to connect to), regardless of their distance andiosit
algorithms. Using extensive simulations, both at the IP roter in the IP network. This leads to a complete lack of corellatio
level and agton?mous_ syztem Ievel,hwe sgg(\;/v tf;at LTA reduces petween the two respective distances (IP network and gierla
communication latencies by as much as 6. Furthermore, it P ; ;

not only reduces by 20% the number of IP network messages wherein lies the problem we aim to rectify.

which is critical for ISPs carrying the burden of transporti ng S_O' either St.ructured or unstructured, al! P2p S)_/stems have
P2P traffic, but also distributes the traffic load more fairly on their own design goals on overlay creation, which do not
the routers of the IP network layer. include taking into consideration the structure of the unde

Index Terms—Peer-to-peer, unstructured overlay network, topol-  |ying physical network, the Internet. As a result, most P2P
ogy awareness, self-* properties, IP network layer, commuga-  gystems make an inneficient use of the IP layer, which has
tion latency. . . .
adverse impact not only on their own operation but also on

the operation of the other applications, which co-exist lom t
same medium (the Internet). Some proposals have already

The P2P paradigm has received substantial attention fram@en published, which aim to rectify this. Most of them
researchers of several fields of the distributed systen#s)-sprely on the freedom of peers in unstructured neighbors to
ning from file-sharing and content delivery to Grid systemgonnect to any peer they want, in order to create an overlay
In addition, several P2P-based applications have beenwhich better matches the IP layer. However, as we mentioned
widespread use from the aforementioned file-sharing to IBad will show, this freedom to choose any peer as neighbor
telephony. Almost all these uses and applications have dsemore of a requirement than actual freedom. This means
thing in common and that is the global-scale deploymentsinthat showing any preference, during neighbourhood selecti
the P2P paradigm emerged as a design paradigm to prouite peers depending on their position and distance in the
global scalability, something that the traditional clisetver IP network violates this requirement, and thus, we argue,
paradigm was unable to achieve. However, as we will descritheese approaches greatly affect some of the most fundamenta
later, this global deployment magnifies the problem thisgpapcharacteristics of P2P systems.
tries to solve. The obliviousness of P2P systems to the underlying network

One of the most critical design aspects of any P2P systéras two main drawbacks. The first is that the average latency
is the overlay layer, that is a virtual network of intercooteel between any two neighbors on the P2P overlay is increased
peers (P2P client-servers) through (and on top of) the undsince each peer does not actively try to connect to peers
lying IP network. The structure of this overlay network isvhich are closer at the IP layer and/or have smaller latency.
tightly coupled with the search algorithm, which is usualg The second and most important drawback is that the IP path
main function of a P2P system. This means that the netwdskhind each P2P overlay connection contains a large number

I. INTRODUCTION



Il. RELATED WORK

One of the main drawbacks of unstructured P2P systems
is the limitation of their scalability due to the large numbe
of messages generated by their search mechanism, called
flooding. This is evident in the fact that a large part of the
existing literature aims at reducing those messages [20], |
[9], [5]. However, the vast majority of this work is concethe
with reducing the number of the overlay messages, even
Fig. 1: lllustration of inefficient routing in todays unstructdré2P though a single overlay message usually translates toaddizer
systems messages. This abstraction has been shown to be problematic

for the network layer.

In the case of structured systems, some work has been
of routers. This means that even a single, 1-hop, messageried out aiming to address this problem, even though the
between neighbors (at the P2P overlay) may travel througbssibilities are limited since there are specific requerts
many routers and autonomous systems before it reachesfdisthe neighbor selection of each peer. Due to the more
destination. Figure 1 illustrates such a simple scenarf@re rigid structure of those systems, one has less freedom on how
a message from peer A to peer C crosses the Atlantic twigerewire the connections in the system to allow for greater
before it reaches peer C on the same continent as peertépology awareness. In [6] the authors propose the setecfio
This inefficient routing, is one of the main reasons behintle closest neighbor whenever there are more than one shoice
the observed domination of P2P traffic in the Internet [24%his approach can be applied in systems like Pastry [23],
[25]. An obvious solution to this problem is to have each pe@ademlia [18], and Tapestry [30]. However, in systems like
connect to those peers which are closest to itself, in terr@®ord [28] and CAN [21], each neighbor is uniquely defined.
of latency, while maintaining a small number of further Bnk  Our work focuses on unstructured systems, which are not
to avoid overlay partitioning. However this would create ags sensitive to changes in the overlay creation. Topology
overlay with a higher degree of structure (clustering), abhi awareness algorithms that have been proposed for unsedctu
will have a negative impact on the mechanisms employed d9stems, such as [13], [15], aim at constructing a generic,
unstructured P2P networks. topologically aware overlay, and thus do not describe any

In this paper, we aim to solve this canandrum. We proposgechanism for efficiently searching on that overlay. In ad-
ITA, an algorithm forlnnocuous Topology Aware construc- dition, the constructed graph has a high clustering degree,
tion, which provides unstructured P2P overlay creatiorhwiwhich predicates that the mechanisms already employed in
a large degree of topology awareness, while at the same tiomstructured P2P systems and which depend on a random
taking into consideration the impact the proposed changes voverlay to function properly, will experience a high loss in
have on the rest of the mechanisms employed in unstructuesficiency. In particular, the authors of [13] describe apniesy
P2P systems. It is able to do so by building a randograph creation method, which is based on having each peer
graph of random graphs, therefore preserving, in a sensennect to those other peers with which it has the longest com
the random nature of the overlay, while at the same tinmon domain suffix. Some random links are also maintained
allowing for the existence of "neighborhoods”, allowinggpe in order to avoid the partitioning of the network. In additio
to randomly connect to close-by peers. We use a diverse gethe drawbacks common to all approaches which increase
of metrics to experimentally evaluate out proposal and e gitopology awareness by reducing the randomness of the graph
a complete view of its impact on the system’s operatiothis approach has an additional disadvantage. The graptstha
The results we obtain include a 50% reduction in sear¢ébrmed is comprised of neighborhoods of diverse sizes,esinc
latency, a 20% reduction in the number of IP messages amet all domains have the same peer population. This makes the
a significant (approx also 50%) reduction on the load of thghoice for a universal value for tH€ime — T'o — Live(TTL)

IP network routers. ITA is shown to have no negative impadifficult. The same holds for the systems described in [14],
whatsoever on the 1-hop replication and the dynamic qugryif19], where the neighborhoods are defined by the IP addresses
mechanisms, which we describe below. instead of the domain names. In flood-based P2P systems,

The remaining of the paper is organized as follows: Ithe TTL value is critical for the efficient operation of the
Section 2, prior work related to the problem is reviewed.-Suystem and is directly connected not only its scalability bu
sequently, in Section 3 some background knowledge negessalso its operational successIA'L value which is appropriate
to the understanding of the remaining material is providés: for some of the neighborhoods can be inefficient for others,
main result of this paper, the construction of the ITA alggori  leading to either failure to locate content, or to the getiena
and its accompanied searching method, is presented iro8ectif a large number of duplicate messagé$.A constructs
4 along with some analysis and discussion. Extensive expgeindomly connected “neighborhoods” of roughly equal size,
mental results are demonstrated in Section 5 and, finally, wéich means that on&T L value “fits all”.
conclude in Section 6. In [8], the authors use synthetic coordinates to create




neighborhoods of close-by, in terms of latency, peers. [Thé samples the network by contacting a number of random
simulations were performed on a network which comprisgikers and initiating a walk from each one, by following peers
92 IP layer nodes and included 42 overlay peers. This smafl decreasing ids, towards the peer with the minimum id in
network size makes it difficult to reveal the real benefthe network. The peers with the lowest latency are chosen
of the algorithm. In addition, in experiments of this scalas neighbours. We chose this algorithm to compare with ITA
it would be difficult to notice the effect of the increasedatency-wise. Experimental results show that ITA obtagvedr
clustering in the flooding mechanisms. In [15] overlay dmat latency between peers. In addition, as we shall descril#e, IT
is inspired by thek-median algorithm, in order to, again,requires a constant number of samples to create the overlay,
construct neighborhoods of nearby, latency-wise peers ambereas Hsiao et al. algorithm requires a number of samples,
thus reduce the average latency of any path between any twloich is logarithmic to the number of peers in the system.
peers in the overlay. This theoretical algorithm appears [Enally, most of the existing literature focuses on redgdime
be computationally expensive since it requires knowledge i latency of queries. We evaluate our work using a variety of
the entire overlay topology to function. Furthermore, as thmetrics including IP latency reduction, IP message redagti
overlay changes from the departure and arrival of peers, thied the traffic load placed on each router in the underling IP
algorithm needs to continuously adjust the overlay in ordeetwork. The latter we believe to be a crucial, often negléct
to maintain its efficiency. The work described in [26] is anetric in current widely deployed P2P systems.
follow-up of [15]. The algorithm still needs to be active all
the time to preserve the structure of the network. In addlitio
the main focus of this work is on the construction of an In this section we describe those technologies used in
efficient graph for general use, as is the case for the warnkstructured P2P systems today which are both essential for
described in [16], [17], so there is no descrption on how the understanding of the remaining of the paper and also
search the overlay. We focus on how to efficiently construate those more negatively affected by changes in the overlay
an overlay with low clustering that maintains the beneficiaitructure. We will also show both the importance of those
properties of random graphs and leads to efficient informnatimechanisms and why they are so negatively affected. One of
lookup. Finally, an interesting work is presented in [29heT the most important, scalability-wise, techniques wide$ed
method described limits the reorganization of the network in unstructured P2P systems today, is 1-hop replicatiof [22
add topology awareness in a 2-hop neighborhood for each p&me-hop replication dictates that each peer should senti to a
IT A constructs the entire overlay from the beginning to allowf its immediate neighbors an index of its content (usually
for the desired topology-awareness. in the form of a Bloom filter). This information is used

As we mentioned, the method used to construct and tHering the last hop propagation (at the Ultrapeer level) of
resulting structure of the overlay is tightly coupled witiet a query, by forwarding the request only to those last hop
other mechanisms at work in a P2P system. In existing PRHrapeers that their index indicates that they may contain
systems this is especially true for the mechanisms that cothe requested file. One-hop replication reduces only those
prise the search-lookup function. The work we just mentibnanessages generated during the last hop of flooding. However,
does not take into consideration the impact of the proposas shown below, the traffic generated during that last hop
methods on those widely deployed mechanisms such ascnstitutes the overwhelming majority of the traffic geneda
hop replication and dynamic queryingI’ A functions without during the entire flooding, since the number of messages per
affecting them in any way, which means that there is no tradiecreasing TTL, increases exponentially.
off. Any increase in topology awareness comes at no-cost. InBelow we show the efficiency of flooding using 1-hop
addition, most of the aforemention work requires that eachplication. We further demonstrate that the efficiency of 1
peer continuously execute the topology-awareness afgorithop replication relies on a random graph. Proposition 2 show
to adopt to changes in the P2P overlay. This is mainly becaubat in order to flood an entire, randomly constructed, netwo
most of the aforementioned proposed methods try to connétat employs 1-hop replication, one need only reathl— 1)
each peer to its closest possible neighbors. This set howewkthe peers during all hops but the last. Before we proceed
changes dynamically in time, due to the churn in the networta Proposition 2 we need to introduce a preliminary result
IT A only requires a simple and quick bootstrapping proceg®roposition 1). In what follows, we assume full network
after which it can continue to function unaffected by therchu coverage is achieved when flooding has reached 95% of the
of the system. Furthermore, this continuous operation aftmaraph nodes.
of the aforementioned proposed methods requires each peerProposition 1: In order to reacl95% of a graph’s nodes
to continuously probe the network in case some new, closesing naive flooding we need a minimum3>% N messages.
peer has joined, imposing additional traffic in the netwarkl a Proof: Let z be the number of messages generated during
burden on each peer. flooding. We want to compute so that the flood reaches at

The most recent related work can be found in [12]. In thigast95% of the graph nodes. This means that at nidstof
work, they describe an algorithm for creating an overlayhwitthe peers will not receive any of themessages. In a random
constant delay between any two peers in the network. Eagtaph, each time a message is sent, each peer has the same
peer maintains a number of small random ids. In additioprobabilityl/N of being on the receiving side of that message.

I1l. BACKGROUND
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generated during each distinct flood hop Fig. 3: Coverage of the graph for given number of messages

The probability that a peer receives neither one afiessages  According to Proposition 2, in order to flood an entire
is (1 —1/N)* ~ e~*/N. In order to achievéd5% coverage, randomly constructed network that employs 1-hop replcati
this probability should be less th@n05: one need only reacy/(d — 1) of the peers. The rest, last hop
peers are reached using 1-hop replication. In todays Gautel
where the average degree 38, one would need to reach
10% of the peers before employing 1-hop replication. This
translates to a big saving in the number of messages. However
Thus, we need at lea8t N messages using flooding to reacfihis result does not hold for clustered graphs, since theffigo
95% of the graph nodes. m based on the preliminary result in Proposition 1 which isyonl

Proposition 2: In order to react95% of a graph’s nodes Valid if each peer has equal probability to receive any ngssa
that employs 1-hop replication using flooding, we need tbhis is the case only in graphs whose edges are constructed
reach3/(d — 1) of the graph nodes in all hops except théandomly. We have thus demonstrated that the efficiency of
last one. 1-hop replication heavily relies on a random overlay.

Proof: Letn be a function that returns the number of new The second algorithm whose performance heavily relies
peers contacted at a given hop. lfebe a function that returns on random overlays is dynamic querying. As we mentioned
the number of messages generated on a single, given hop. hefore, the number of messages generated on each TTL
d be the average degree of the graph. Initigli)) = 0 and increases exponentially. This means that while a flood with a
n(0) = 1. At each hopi it holds: f(i) =n(i — 1) * (d — 1) given TTL may reach a small part of the system peers, a flood
(1) because each one of the nodes that received a message the TTL increased by one may well reach all the peers,
for the first time at hop — 1, will send it, at hopi, to all of with a possible forbidding amount of messages. Dynamic
their neighbors except the one it received the message fraqaerying [10] tries to imbue flooding with a finer granulayity
thus tod — 1 neighbors. LetH be the hop before the lastregarding its extent of reach. It relies on the assumptian th
one. The total number of peers contacted up to libgs a user will be more than happy with enough results to its
Zfio n(i). Let r be the ratio of peers contacted up to hopuery, instead of every result present in the system. The mai
H, then:Zfi0 n(i) =r* N (2) We want to compute ratio idea is not to flood all of one peer's neighbors at the same
so that after hop + 1, we will have reached at lea96% time. Instead, the peer that initiates the flood sends theyque
of the graph nodes. We have proven in Proposition 1 that weessage sequentially to each neighbour, with increasirig TT
need a minimum o8 x N messages to reaé5% of a graph’s until enough results have been obtained or have run out of

e ¥/N < 0.05 = In(e”*/N) < In(0.05) =

—2/N<-3=z>3%«N

H+1

nodes using naive flooding. Sg;_ " f(z) > 3% N (3) If we

replace functionf from (1) in the above formula:

H+1 H+1
D) =) [ni-1)x@d-1)]=
=1 i=1
H+1 H
=(d-1)) _ n(i—1)=(d—1)> n(i)
i=1 =0

This combined with (1) and (2) gives:

Thus the required result.

neighbours. Again, for this scheme to be efficient, it is rsgfl

that when forwarding a flood message, the receiving peer has a
low probability of having received that same message before
which only is the case in random graphs and not graphs with
high degree of clustering. Otherwise, if all of the initiego
peers shared many neighbors, the flood would reach the same
peers again and again. On a clustered graph, the number of
new peers contacted on each flood hop is greatly reduced.
This is because in clustered graphs, neighbouring peers sha
common neighbours which leads to peers receiving the same
message more than once even on the second hop. This leads to
duplicate, redundant messages from early on in the flood. Thi
only happens during the last hops in random graphs. The above
are illustrated in Figure 2, where one can see the difference



in duplicate messages distribution between a clusteredlismselected peers. A proof is provided in Proposition 3 below,
world) and a random graph. In Figure 3 one can see that witthich shows that this number of latency samples leads to a
the same number of messages, a larger portion of the randgmod threshold approximation.
graph is reached. In these figures, we constructed a graph Proposition 3: Each peer need30/« latency measure-
of 80000 nodes with an average degree I&f. The behavior ments to other peers in order to approximate threshaddch
illustrated in those two figures however is the same for atlyat|C| = o x N for given o < 1, with accuracyd5%.
number of nodes or average degree and is only dependant on Proof: A peer belongs t@' with probability . To obtain
the degree of clustering of the graph. a good threshold approximation, we will select a peer in C

Both the aforementioned mechanisms are critical for thikat is among the 0.1*—C— peers whose latency is closer to
scalability of unstructured P2P systems and for this reastire threshold value. The number of peers which are closer to
we believe that any modifications and new proposals for thoee threshold according to our choicedi§ xa|C| = o’ x|C]|.
systems have to prove they only positively affect their b@dta The probability that a single randomly selected peer bedong
or do not affect it at all. to that space i&’ = 0.1x«. The probability that neither one of

n randomly selected peers belong to that spagé isa’)™ ~

Distibution of direci latendies —— e=*n To approximate the threshold with accura we
10+e-2 | 1 need,

1.2+e-2

8.0+e-3 | ] e~ = .05 = In(—a’ *n) <In(0.05) =
6.0+e3 |

Probability

—o'*n<-3=n>3/d =n>30/a
4.0+e-3

20te3 | ] So each peer need¥)/« latency measurement samples to
- approximate the threshold. u
0 50 100 150 200 250 300 350 400 During the sampling measurements, petrcan connect
Latency - time units randomly to begin its operation without having to wait for

the end of the sampling procedure.

In addition, the Vivaldi coordinate system [7] can be used
to facilitate and speed-up the bootstrapping process.ldiiva
IV. ITA D ESIGN is a P2P network coordinate system which can assign a

3-dimensional coordinate to a host. The Euclidian distance

This section contains a detailed description of the pads t o .
comprise the design of our ITA algorithm. We then presen:baetween two Vivaldi points (corresponding to two hosts)

discussion and analysis of the advantages which arise ﬁrom'j an approximation of their Iaten_cy.. Thu_s, qach message
roadcast by any peer can contain its Vivaldi coordinates.

A. Overlay construction A bootstrapping peer A can monitor incoming traffic, collect

The ultimate objective of the bootstrapping algorithm is 80/ Vivaldi coordinates and thus compute t_he threshold value
create for each peer a number of randomly selectemt *- Ultrapeers todqy are reached by at Ieas_t fifty query message
connections tocloser (but not the closest) peers and th&€r second, making the threshold calulation this way a matte
same number of randomly selectedg connections talistant  ©f Seconds. ,
peers. The definition of the “short” and "long” connections 't Should also be noted that, unless the structure and dgpaci
is based on parameter < 1 which constitutes the basic Of th_e network changes significantly, the threshold value
and most fundamental parameter of the algorithm. het rémains unchanged,_ qnd so does not need to be recalculated
be the total number of peers in the networks. Each p@ereaCh time the peer joins the overlay. After a thresh_old value
that bootstraps to the network selects its “short” connesti N2S been obtained, peer A connectfa neighbors in the
randomly among itev N closer (latency wise) peers, while it0!lowing fashion:
selects its “long” connections randomly among the- o)« N « It connects randomly td/« peers, all of which belong to

0.0+e

Fig. 4: Distribution of direct latencies between all pairs of peers

more distant (latency wise) peers. C (i.e.: any peers with a latency lower than the threshold
To implement this method, each peércalculates a (latency value). These links are callestort links.

related) threshold value: directly related to parameter. « It also connects randomly to/c other peers, whiclio

Given the value of parametex < 1, each peerA that not belong toC'. These are calletbng links.

bootstraps to the network approximates a threshold value To illustrate, let's assume that parameteris set to 0.1.

so that the number of peers whose latencydtés less than This means thaC' contains approximatelg.1 « N nodes of

x is a * N. In other words, ifC is the set of all peerd® all the nodes (peers) in the system. Note that the set C is,
for which it holds thatlatency(A, P) < x, peerA calculates of course, different for each peer. Each pekmwill create

its threshold valuer so that|C| = « % N. Since the latency 1/a = 10 short links randomly selected among the 10% closer
from each peer to all other peers cannot be measured, thed peers (i.e. among the peers.is C set), and the same
calculation of the threshold valueis approximated by having number of long links randomly selected from the 90% further
each peerd make latency measurements 30/« randomly peers. The number of sample measurements required for the
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calculation of the threshold, in this case 3i$/« = 300. Not simplicity of construction of the overlay. What is more,

only it take a few seconds to perform this number of RTT if we tried to connect to the closest possible peers, this
measurements, it only takes place once, and not every time a would require each peer to be on the constant lookout for
peer (re-)connects in the system. some closer peer connecting (anywhere) to the network.
. This constant probing would increase both the traffic in
B. Search algorithm the network and the computational load of the system. In
Search is conducted in the following fashion: addition, the threshold value is only affected by changes
o The Initiator peer floods its long links witlh"T'L = 1. in the structure of the underlying IP network (which are
« Each of the peers that receives the flood over a long not very frequent) and not by changes in the P2P overlay,
link (and the Initiator peer) initiates a flood with a given ~ which are rather frequent. So the value is calculated only
TTL = ttl (system parameter) over their short links only.  once and not each time the peer (re-)joins the network.

The long link peers which initiate the localized floods (over ¢ (1 — @) = N peers (furthest away at the IP layer) are

their short links) use 1-hop replication as well as dynamic €xcluded from becoming short links, which means the
querying the same fashion it is used in Gnutella today. Since Proposed system is quite aware of the underlying physical
short links are randomly connected the efficiency of dynamic Network topology. Increased awareness in the form of a
querying and 1-hop replication is guaranteed. Alternfive  Very smalla (i.e. trying to connect to the closest possible

Dynamic Querying can be used on the long links level by ~Peers) would help us gain little but lose much, since the
sequenatialy sending a new flood with increasing TTL, to each Small size of the local neighborhoods would lead to high

long link neighbour. clustering. _
_ « Finally, all local clusters/neighbourhoods have the same
C. Analysis size, enabling the use of a single, system-viitfel, = ttl

The constructed graph, in conjunction with the described for flooding the short links.
search method, has the following advantages:

« Both the long link-based, system-wide graph and the We have conducted experiments using three distinct values
short link-based, local graphs are random, since each pé®r «, namely 0.1, 0.05 and 0.033. These values correspond
selects peers (outside and inside C respectively) randortdya number of 10, 20 and 30 long and the same number
for neighbors (i.e. each peer, for instance, in C has tlo¢ short links. The above discussion justifies the reason for
same probability of becoming a short link peer of theot using smaller values. Values in this range are sufficient
same peerd). This enables both 1-hop replication andor excluding most of the peers from the local “neigborhood”
dynamic querying to operate as if they were executed get C of each peer, while being at the same time large
a random graph. enough to allow large enough neighborhoods for quick and

« Since any peer in C can serve as short link (instead simple bootstrapping procedure (i.e. being able to quickly
opting for the closest ones), the bootstrapping proceduoeate short-link neighbors). The value efalso dictates the
is very fast and lightweight. The same holds for theumber of the long links, since there aré/|C| = 1/«
long links. As a result each peer need only set umeighborhoods”. In addition, the use df« long links is due
its neighbors once, regardless of arrivals and departutesthe fact that the use of long links should only take place
elsewhere in the overlay, makingf"A as little affected on the first hop, to avoid extra delays in the flood process.
by churn as Gnutella (i.e. a peer only needs to act whé&inally, it is important to note that there is no 1-hop regtion
a neighbor leaves the system by simply replacing ltetween peers connected by long links, so there is no index
with another one, as in Gnutella). This simplicity helpsformation exchange. Thus, the maintenance overheatiéor t
preserve almost intact the unstructured nature and theditionall/« long links very low.
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o affects the duration of a flood. We measure the average time

22 I ] it takes for a flood to complete, for differefit/’ L values. The

75 | second metric is the number of IP messages generated during

7.0 a single flood. We measure the average number of IP messages

651 generated during floods of increasifig’Ls. Finally, the last

g:g i metric is the standard deviation of the message load imposed

50 on the routers that comprise the IP layer of the Internet. We

45 argue that a reduction in the total number of IP messages

40 01 02 03 04 05 06 07 08 00 in the whole network is of little use if there exist a small

Neighbourhood size number of bottleneck routers whose traffic load remains the

same as before. As we mentioned above, the key goals of

the IT A algorithm is to benefiboth the P2P applicatioand

other applications sharing the same medium, the Interivst. F

though, we prove that the injection of topology awareness in

D. Duplicate messages experiments .
P g P the overlay construction has not affected the “randomnegs”
V. EXPERIMENTAL RESULTS the system.

Hop distance

Fig. 8: Diameter (in hops) of different neighborhood sizes

In order to verify the arguments made in the previous sec-The comparison with the algorithm proposed in [12] is made
tion, we performed several experiments comparing our Bystén terms of latency and the degree each algorithm affects the
with Gnutella, at its peak usage population (approximagely“randomness” of the system. In the context of that algorjthm
million users) [4]. We performed the comparison with Gnlatel we used ay value of 2, the same value used in the paper for
0.6, which employs a 2-tier architecture [11], focusing ba t degrees around 15 or more.

Ultrapeer layer where flooding occurs. The metrics upon iwhic The random nature of the constructed overlay is indicated
our comparison was based were selected to capture the desigrthe extent of the reach of a flood for given number of
goals ofI'T' A, namely to satisfy users by allowing them to getnessages. This is because on a clustered graph, as shown
the same number of search query results faster by reducingFigures 2 and 3, duplicate messages appear even from
query response time, and to satisfy ISPs by reducing the lo@@ second hop of the flood. Since duplicate messages, by
imposed on their routers. definition, arrive at a peer which has already received aoth

We also compared our system latency-wise with the md#bod message, they do not add to the reach of the entire flood.
recent algorithm we could find in the literature, proposed iRigures 6(a), 6(b) and 6(c) show the similarity between the
[12] by Hsiao et al. Each peer in the proposed algorithm al€nutella overlay (random graph), the overlay constructed b
samples the network, in a different function, to locate peefT A an the algorithm of Hsiao et al, with respect to flooding.
with lower latency in order to connect to. That number ofhe close fit of ITA and Hsiao et al. curves with the Gnutella
samples is however relative to the natural logarithm of theirve on the two graphs shows that the flood reach is the same
total number of peers in the system. In our algorithm, tha all three graphs using the same number of messages. This
number of samples is constant, regardless of the size of theans thafT A (and Hsiao et al.) can provide reduced latency
network. and reduced router load benefits (see below) without affgcti

We simulated a network of 200,000 peers, which is a redl-hop replication, dynamic querying, and the self-* prdigsr
istic number for the size of the Ultrapeer overlay in Gnatellon which Gnutella-like systems depend for their perforneanc
according to LimeWire [3], the company that developed the should be noted here that latencies between neighbours in
most popular Gnutella client today. We also used three geerahis experiment were modeled the same way as in the Latency
degree values for the overlay, namely 30 (which is the aweragxperiments described next.
number of connections in a Gnutella Ultrapeer today), 20 .
and 10. These three numbers correspond to the numberof-aleNncy experiments
connections per peer in the Gnutella simulations and theln order to model the 200,000 by 200,000 latencies between
number of short and long links in the simulations of i 8A  our simulation peers, we obtained approx. 1000 real-world
algorithm. Note that since the long links are only used durirVivaldi coordinates. Those 3D coordinates were produced by
the first hop of flooding, whereas the short links are usede Vivaldi project experiments on PlanetLab [7]. We then
during the second and the remaining hops, the outboundelegeelculated a distribution which best fits the values obskrve
during any flood hop is the same both in Gnutella dfid4, in those coordinates and we generated 200,000 Vivaldi coor-
even though our algorithm uses double the number of linkinates using this distribution, thus being able to model th
(short and long). We performed a large number of floods, latency between any pair of the 200,000 peers. Figures 5(a),
each experiment, with varying TTL values, resulting in agan 5(b), 5(c) show the values of the original Vivaldi coordiest
of the ratio of the peers reached by the flood. For each THs well as the distributions generated from our approxionati
value we performed 100 floods and averaged the results. Wistribution. The close fit is an assurance that our randomly
comparelT A and Gnutella using three different metrics. Thgenerated coordinates closely reflect real-world Vivaldi ¢
first metric is the latency of the connections of the peers¢lvh ordinates. Given the 200,000 x 200,000 latency matrix we



generated, Figure 4 shows the distribution of the latency fior each AS from the Internet Assigned Numbers Authority
an optimal full mesh graph where each peer has a dirdtANA) [2], we were able to extract an AS population dis-
overlay connection to each other peer. The figure shows thidbution, which we used to assign peers to each AS in our
the average latency between any two peers is 90 time unitsimulation.

Figures 7(a), 7(b) and 7(c) provide the experiment resultsin the IP layer experiments, both on the router and AS level,
for the first metric. They show the time it takes to flood theve used again 200,000 peers, each of which was randomly
network, for given node coverage. We can see that for aagsigned to a router in the router-level graph, or AS in the
desired coverage, the time it takes for our system to readB-level graph. Since the CAIDA datasets do not contain
that number of peers is, on average, at most half the tifaencies, we approximated the latencies with the number of
for Gnutella flooding. Note that the measured time reflect® hops between any two peers. Thus, each peer tries to form
the time from the beginning of the flood until even the lasthort links with those other peers whose routers are close to
message generated by that particular flood expires. On tteeown at the IP layer. Again, we do that by obtaining the
other hand, even though the Hsiao et al. algorithm does eeduc* 100% of all routers which are closest to our own router.
the time for a flood, compared to Gnutella, it still requiresren Long links are again formed randomly, as are short links in
time than ITA. a given neighborhood. Some measurements on the formed

There are two reasons for measuring flood duration rathmrerlay show that the average number of routers in a Gnutella
than average response time for a search query. First, a-rediicect link between two peers is 6.9. In contrast, the same
tion by half in flood duration implies a similar reduction innumber for/T'A’s long links is 7 and for the short links it
average query response time. What is more important hoywever5.5. As we shall see below, we can expect a reduction of
is the fact that it is common for a flood to still be active anchessages on the order of 15% to 25%(( — 5.5)/7). Given
being propagated in the network, even though no new resuhe percentage of the routers which can be reached for asingl
are (and are going to be) provided to the user, so minimizidgl'L value, which is shown in Figure 8, the average values
flood duration when possible is important. Given a constawe mentioned make a lot of sense. This figure shows the ratio
rate by which new queries enter the network, by measuriofall peers that can be reached for a given hop distance. This
the time it takes for a single flood to complete to the lashows that the vast majority of routers need to traverse mcha
message, we show thdf"A doubles the exit rate of floodsof at least 3 hops before they start encountering more than on
from the network. This means that ITA doesn't only reduce thger hop routers. This means that 4 is, more or less, a minimum
number of IP messages per flood and divide traffic load movalue for a short link, imposing a lower bound on the reductio
evenly among routers (as we will show in the next sectiom)f IP messages that we can accomplish.
but also reduces the build-up of queues in the router buffers After running the simulations, which included performing
several floods from random peers, with sevérdlL values,
we obtained the following results on the router level: Fegur

In this section we focus on the impact tfig'A algorithm 9(a), 9(b) and 9(c) illustrate the reduction in the number of
has on the IP layer. In order to perform simulations inclgdinlP messages for floods of various lengths. As one can see,
the IP layer we obtained the latest trace of the router-lewtble expected reduction that is observed is in the range of 15%
topology of the Internet from CAIDA [1]. This trace wasto 25%. Figures 10(a), 10(b) and 10(c) show the reduction
publicly released in 2010 and it contais a much larger numbafrthe IP messages generated by ITA, compared to Gnutella.
of routers than the previous one. This trace initially coveéd They show that, on average, 20% of the Gnutella IP messages,
approximately 33 million routers. However, we decided ton the router graph experiments, are absent from the ITA
remove the 1-degree routers (leaf routers) for two readdmes. experiments. Figures 13(a), 13(b) and 13(c) display theltes
first is the fact that performing simulations with this numbeof the similar experiments, albeit conducted in the AS level
of routers was time (and probably memory) prohibiting. IThe similarity of the results provide a good argument foirthe
addition, the existance of leaf routers in the IP topologyldo consistency.
not add to the accuracy of the simulation results. By pruning Another important metric for the efficiency of any topology-
those routers, we ended up with the much more managahleare overlay construction algorithm is the traffic loadrdis
dataset of 1.2 million routers. This dataset, in addition toution across the routers in the system. ANy reduction in the
making simulations feasible, still retains the structufelee total number of IP messages is of little use if the number
Internet intact. In addition, it still is about six timesdgr than of messages forwarded by a small number of (possibly core)
the previous CAIDA dataset and hundrends times larger thesuters remains unchanged. For this reason, we plotted the
most of the router graphs used in similar simulations in thetandard deviation in the traffic load of all routers, again
literature we have described. for floods of different sizes. Figures 11(a), 11(b) and 11(c)

In order to be more thorough in the evaluation of oushow that/T A reduces the standard deviation approximately
algorithm, we also performed the same number of expehy 40% to 50% on the router level graph. Similarly, figures
ments at the AS layer. We also obtained an AS-level grag(a), 12(b) and 12(c) show the relative reduction in the
from CAIDA. This dataset contained approximately 30.008tandard deviation of router loads. This means that there is
Autonomous Systems. By obtaining the number of subnetsreduction in the effect of bottle-necks in the network. The

B. IP layer experiments
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same experimental results on the AS level are presented? S. Ratnasamy, P. Francis, M. Handley, R. Karp, and SeSd@r. A

figures 14(a), 14(b) and 14(c). Finally, we measured théidraf

load for the most heavily used router, whi¢ii’ A also cuts
down by half.

We presentedT A algorithm, a novel approach for injecting
topology awareness into unstructured Gnutella-like P2R sy
tems, while maintaining the self-* properties of the overlal24!

VI. CONCLUSIONS

topologies that are highly desirable in these systefiis4

reduces to half the time required for a search query to aehig®s]
a particular network coverage compared to the latest wers

of the widely deployed Gnutella. MoreovdiT" A reduces the
number of IP messages generated during a search query flood BUCSTR-2007-013, 2007.
by as much as 25%, which is a significant reduction for IS

who care about the load imposed on their routers and itsteff

on the performance of other applications. Finally, theraris

additional reduction by approximately by half on the stadda

deviation of router loads.
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